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Societe Generale (China) Limited
Personal Information and Privacy Policy
Released on: 21 January 2022
Effective on: 7" February 2022

Preamble

Societe Generale (China) Limited (“we”, “us” or “our”) fully understands the significance of
personal information to you and to persons associated with you (“Associated Persons”, as
defined below) and will use our best efforts to keep relevant personal information secure. We
are committed to maintaining your trust in us and will adhere to the following principles to
protect relevant personal information: the principle of consistency of powers and responsibilities,
the principle of clear purpose, the principle of informed consent, the principle of minimum
necessity, the principle of ensuring security, the principle of data subject participation, and the
principle of openness and transparency. You are advised to carefully read this Personal
Information and Privacy Policy (this “Policy”) and pay particular attention to the contents in
bold and/or underlined.

This Policy is our general provisions on privacy and applicable to all personal information of you
and your Associated Persons involved during your application for or use of any of our products
or services, your access, browsing or use of our e-banking or other online services, your dealing
or cooperation with us, your capacity as our vendor, or your communication or contact with us
in any manner. We may also expressly inform you of the personal information processing related
to certain products, services or activities through corresponding product (or service) agreement,
authorization letter or otherwise. In case of any inconsistency between this Policy and the terms
and conditions on processing of personal information as agreed in relevant product (or service)
agreement, authorization letter or otherwise, the latter shall prevail.

“Associated Person” used herein means any individual associated with you, including without
limitation, company directors, supervisors, senior officers, legal representatives, person-in-
charge, authorized signatories, business agents, or other employees, shareholders or other
investors, partners or partnership members (in the case of a partnership), actual controllers,
beneficial owners, designated account holders, designated payees or the representatives or
agents of any of the foregoing. Before executing this Policy, please communicate this Policy to
your Associated Persons, make sure that they are aware of and fully understand this Policy (in
particular the contents in bold and/or underlined) and the corresponding legal consequences,
and obtain their legal and valid authorization or consent. If you click or tick “Agree” or execute
or accept this Policy in other forms, you and your Associated Persons will be deemed as having
accepted this Policy, and we will use and protect the personal information in compliance with
relevant laws and regulations as well as this Policy.

You may find this Policy via our WeChat official account “ik [E 2%\l 48 47" or our website (at
https://sogeonline.societegenerale.cn/eweb/zh CN/sg/privacy.pdf). If you or your Associated Persons
have any questions, comments or suggestions, please contact your client relationship manager
first, or contact us via:
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Customer service hotline: 400-8888-760
WeChat official account: & [F £V 48 4T
Email: CN-Privacy-Helpdesk@socgen.com.cn

Contents of this Policy:

I.  How we collect and use personal information

II. How we retain and protect personal information

Ill. How we entrust processing, share, transfer or disclose personal information

IV. How to access and manage personal information of you and your Associated Persons
V. How we process personal information of minors

VI. How we update this Policy

I. How we collect and use personal information

(I) When you are our client

We may, for the purposes set forth below in this Policy, collect and use the personal information
provided by you or your Associated Persons during or generated from your use of our products
or services, and the personal information lawfully collected from third parties in accordance with
laws and regulations or with the authorization or consent from you or your Associated Persons.
If any additional personal information would be collected, or if any personal information
collected would be used for additional purposes, we will inform you in a reasonable manner and
obtain necessary authorization or consent before such collection or use. If any sensitive personal
information such as facial features would be involved, we will process such sensitive personal
information in compliance with laws.

1. Personal information provided by you in our provision of core business products and/or
services

We may need to collect from you the personal information of you and your Associated Persons
in order to fulfill the core functions of our products or services provided to you and to handle the
corresponding business. Details of our core business functions and the necessary personal
information to be collected for fulfilling such functions are set out below. If you or your
Associated Persons refuse to provide relevant information, you may be unable to use relevant
product, service or conduct the corresponding business. Please note: If you provide any personal
information of Associated Persons, please ensure that the personal information provided by
you is from legitimate sources and that you have obtained the legal and valid consent from
Associated Persons.

(1) “Know Your Customer” procedures
As required by laws, regulations and regulatory requirements, to perform our anti-money
laundering, due diligence and other compliance obligations, before your establishment of
business relationship with us or for the purpose of on-going client identification, we will
collect, through our “Know Your Customer” procedures, the basic personal information of
your Associated Persons, such as the name, date of birth, gender, ethnicity, nationality,
address, marital status (when necessary), family relationship (when necessary), personal
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(2)

(3)

(4)

phone number, email address and etc.; personal identity information, such as the ID card,
passport, work permit and etc.; personal biological information, such as the specimen
signature, handwriting (when necessary), facial features (when necessary) and etc.;
personal education and occupation information, such as the occupation, position, employer,
educational background, diploma, academic degree and etc.; and personal property
information, such as the annual income, records in credit reference system, sources of
income and etc. If you or your Associated Persons refuse to provide relevant information,
we may be unable to create a client profile for you, and/or you may be unable to use our
services or products or conduct corresponding business.

Account services

As required by laws, regulations and regulatory requirements, when you open an account
with us, we will collect the basic personal information of your legal representative/person-
in-charge, business agent, authorized signatory and other Associated Persons, such as the
name, date of birth, gender, ethnicity, nationality, address, contact information and etc.;
identity and occupation information such as the identity certificate, occupation, position,
employer and etc.; and personal biological information such as the specimen signature,
handwriting, facial features (when necessary) and etc. If you or your Associated Persons
refuse to provide such information, you and your Associated Persons may be unable to
open the account.

If you intend to activate the e-banking services, when you or your Associated Persons
register, log in with or activate an e-banking account, we will collect the name, telephone
number, occupation, position, employer, identity certificate and other identity
information of your Associated Persons as well as the user name and verification
information in the e-banking system. Such information is mainly used to verify the identity
of your Associated Persons. If you or your Associated Persons refuse to provide such
information, you and your Associated Persons may be unable to activate or use the e-
banking services.

Deposit services

When you use our structured deposit, term deposit and other deposit services, we will
collect the basic personal information of your legal representative/person-in-charge,
business agent, authorized signatory and other Associated Persons, such as the name, date
of birth, gender, ethnicity, nationality, address, contact information and etc.; identity and
occupation information, such as the identity certificate, occupation, position, employer
and etc.; and personal biological information, such as the specimen signature,
handwriting and etc.

Fund transfer and remittance services

When you use our fund transfer and remittance services, we will collect the beneficiary’s
name, card number/account number, account open bank and other account information
of Associated Persons, and will collect and store the relevant transaction records of you
and your Associated Persons, including the transaction amount, currency, date/time,
purpose and other information of such transactions, so as to conduct relevant transactions
for you and make such transaction records available for your inquiry.
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(5)

(6)

(7)

(8)

(9)

Foreign exchange settlement/sale, transaction and conversion services

When you use our foreign exchange settlement/sale, transaction and conversion services,
we will collect the name, phone number, email address and other basic personal
information and relevant communication information of your business agent, contact
person and other Associated Persons, their_identity certificate, occupation, position,
employer and other identity and occupation information, as well as personal biological
information such as the specimen signature, handwriting and etc.

Overseas wealth management services for client fund (QDII)

When you use our overseas wealth management for client fund services, we may collect
the basic personal information of your business agent, authorized signatory and other
Associated Persons, such as the name, date of birth, gender, ethnicity, nationality, address,
contact information and etc.; the identity and occupation information, such as the identity
certificate, occupation, position, employer and etc.; and communication information
between you and your Associated Persons with us. In addition, we will collect and store
the transaction information of you and your Associated Persons, including the account,
amount, currency, date/time of each transaction and etc.

Derivatives transaction services

When you use our derivatives transaction services, we may collect the basic personal
information of your business agent, authorized signatory and other Associated Persons,
such as the name, date of birth, gender, ethnicity, nationality, address, contact information
and etc.; identity and occupation information, such as the identity certificate, occupation,
position and employer; their personal biological information, such as their specimen
signature, handwriting and etc.; and communication information between you and your
Associated Persons with us. In addition, we will collect and store the transaction
information of you and your Associated Persons, including but not limited to the account,
amount, currency, and date/time of each transaction and etc.

Trade financing services

When you use our trade financing services, we will collect the name, contact information
and other basic personal information of your legal representative, authorized signatory,
business agent and other Associated Persons; the identity certificate, occupation, position,
employer and other identity and occupation information; the specimen signature,
handwriting, and other personal biological information; and communication information
between you and your Associated Persons with us. In case of any counterparty involved,
we will collect the name, bank account number and address of the counterparty, as well
as the name, contact information, identity certificate, occupation, position, employer and
other identity and occupation information, the specimen signature, handwriting and
other personal biological information of the authorized signatory, business agent and
other Assaociated Persons of the counterparty.

Credit services

When you apply for a credit product from us, we will collect the basic personal information

and occupation information of your legal representative, business agent, authorized

signatory and other Associated Persons; their personally identifiable information, such as
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(10)

the ID card, passport, work card and etc.; and personal biological information, such as the
specimen signature, handwriting and etc. In case of any guarantors or other persons in
similar capacity are involved, we will collect their basic personal information and
occupation information; personal identity information such as the identity certificates and
relationship with you (such as an employee, a shareholder or an investor); personal
property information such as the income, assets, liabilities, investments, sources of
income and etc.; personal credit information such as credit card, loan and other credit
transaction information, litigation, investigation and penalty information, and other
information that may reflect the personal credit status; and personal biological
information such as the specimen signature, handwriting, facial features and etc. Such
information is necessary for the application of credit services. If you or your Associated
Persons refuse to provide such information, we may be unable to provide the credit services
to you or your Associated Persons.

Business maintenance and communication

In order to maintain our client relationship and the normal operation of business, we will
collect the communication information between you and your Associated Persons with
us, as well as the basic personal information and occupation information of your contact
person, business agent and other Associated Persons. If, during the communications and
interactions between you or your Associated Persons with us, you or your Associated
Persons provide us with, or allow us to collect from third parties authorized by you or your
Associated Persons, any additional personal information, we will collect such personal
information in compliance with applicable laws and regulations. Refusal to provide such
personal information may result in the failure of you or your Associated Persons to use the
corresponding services or participate in the relevant client activities, while your normal use
of our other products or services will not be affected.

2. Personal information collected and used by us in our provision of products and/or services
In order to ensure the security of your account and transactions, and to maintain the normal
operation of our system, we will collect the information generated during the use of our products
or services by you or your Associated Persons, so as to determine the risks of your account,
ensure our normal provision of services to you, analyze our system problems, obtain our system
flow statistics, and conduct troubleshooting when you send us any abnormal information.
Information collected by us includes:

(1)

(2)

Log information

During the use of our e-banking products and/or services by you or your Associated Persons,
we will collect details about such use and save them as network logs, including the language
used, the date and time of the visits, the webpages visited, system information, software
information and login IP information.

Device information

To ensure the security of transactions, during the use by you or your Associated Persons of
the products and/or services provided by us through e-banking or other online channels,
we may obtain the IP address, device MAC address, operating system type and version,
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and other network identity information and device information of you or your Associated
Persons.

Please understand, the functions and services we provide to you are constantly evolving, and
that if the personal information of Associated Persons will be collected by any function or service
not mentioned above, we will inform you of such collection in a reasonable manner and obtain
necessary authorization or consent again.

(1) When you are our vendor

We may, for the purposes set forth below, collect and use the personal information provided by
you or your Associated Persons, or generated from your transactions or cooperation with us, and
the personal information lawfully collected from third parties in accordance with laws and
regulations or with the authorization or consent from you or your Associated Persons. If any
additional personal information would be collected, or if any personal information collected
would be used for additional purposes, we will inform you in a reasonable manner and obtain
necessary authorization or consent before such collection or use.

1. Market investigation and vendor onboarding

In order to understand the market resources, and products or solutions provided by the service
vendors, as well as to carry out bidding, vender background checking and other market
investigation, and vendor onboarding activities, we will collect the basic personal information of
your legal representatives, authorized signatories, business agents and other Associated Persons,
such as the name, gender and contact information, the identity certificate and specimen
signature, education and occupation information, such as the personal resume, occupation,
position, employer, work experience, professional qualification, diploma, academic degree and
educational background, and their relationship with you (such as an employee, a shareholder
or an investor).

2. Vendor management and communication

In order to promote the cooperation with you, to enter into or perform the agreement between
us, or to communicate with you and your Associated Persons, we will collect the communication
information between you and your Associated Persons with us, as well as the basic personal
information and occupation information of Associated Persons such as your contact persons and
business agents. If you and your Associated Persons, provide us with additional personal
information during the communications or interactions with us, or allow us to collect additional
personal information from third parties authorized by you or your Associated Persons, we will
collect such personal information in compliance with applicable laws and regulations.

3. Performance of our statutory duties or obligations

In order to identify the Associated Persons or perform our statutory duties or obligations, we
may collect personal information such as the name, gender, contact information, identity
certificate, specimen signature and etc. of Associated Persons.
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If you or your Associated Persons refuse to provide relevant information, it may affect your
transactions or cooperation with us, and we may be unable to establish (including pre-
assessment) or maintain the corresponding cooperative relationship with you.

(1) Exceptions to obtaining consent

In accordance with the relevant laws and administrative regulations, we may collect and use the
personal information of you and your Associated Persons without consent under the following
circumstances:

1. in connection with the performance of statutory duties or obligations by us;

2. directly related to national security or national defense security;

3. directly related to public security, public health or significant public interests;

4. directly related to criminal investigation, prosecution, trial or judicial enforcement;

5. necessary for protecting the life, property or other major lawful rights and interests of any
Associated Person or other individuals, where it is difficult to obtain the consent of data subjects;
6. such personal information are disclosed voluntarily by any Associated Person to the public,
and the collection and use of the same do not violate any law;

7. necessary for entering into or performing a contract to which an Associated Person is a party;
8. the personal information is collected from legally and publicly disclosed information, such as
lawful news reports or information disclosure by governments, etc.; or

9. necessary for maintaining the safe and stable operation of products or services, such as for
identifying and handling defects in products or failure of services.

Il. How we retain and protect personal information

(I) How we retain the personal information

1. The personal information we collect and generate in the People’s Republic of China will be
stored in the territory of People’s Republic of China. However, the personal information of you
or your Associated Persons may be transmitted outside the People’s Republic of China for the
purpose of processing cross-border business or otherwise, in which case we will comply with the
relevant laws, regulations and regulatory requirements and take effective measures to protect
such personal information.

2. We will comply with the laws, regulations and standards of the People’s Republic of China in
respect of data retention. Whenever we collect or process the personal information of you or
your Associated Persons, we will only retain it for as long as necessary for the purpose and use
for which it is collected in accordance with laws, regulations and regulatory requirements, filing,
accounting, auditing and reporting requirements, and purposes and uses specified herein. Upon
expiration of the retention period, we will delete or anonymize the personal information of you
or your Associated Persons, and if it is technically difficult to do so, we will cease our processing
other than storing and taking necessary security measures, except for any personal information
to be retained for the purpose of making available to you, Associated Persons, regulatory
authorities or other competent authorities upon request in accordance with laws, regulations
and regulatory requirements, filing, accounting, auditing and reporting requirements, and any
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specific agreement between you or the relevant Associated Person and us, or as necessary for
clearing up any liability between you or the relevant Associated Person and us.

(1) Security measures we adopt to protect personal information

1. We have adopted security measures in compliance with the industry standards to protect the
personal information provided by you or Associated Persons against unauthorized access, copy,
public disclosure, use, modification, transmission, damage or loss.

2. The network environment is not 100% secure. Although we will endeavor to ensure or warrant
the security of any information you send to us, you and Associated Persons are advised to
properly keep the account login name, identity information and other authentication elements
(including passwords, etc.) during the use of account services, e-banking services or otherwise.
You and Associated Persons may suffer from losses and adverse legal consequences in the case
of leakage of such information. If you or any Associated Person become aware that the account
login name and/or other identity elements might be or have been leaked, please contact us
immediately so that we may take corresponding measures in a timely manner to avoid or mitigate
the relevant losses.

3. In the case of any unfortunate personal information security incident, we will take timely and
effective remedial measures as required by laws and regulations to prevent its escalation, and
notify you or the relevant Associated Person of such incident in a timely manner, or if it is difficult
to notify you or the relevant Associated Person in person, publish an announcement in a
reasonable and effective manner. In addition, we will also take the initiative to report our disposal
of such incident in accordance with the requirements of regulatory authorities.

Ill. How we entrust processing, share, transfer or disclose personal information

() Entrust processing and sharing of personal information
1. We may entrust service providers, professional consultants or contractors, etc. to assist us in
providing support. In respect of the third parties entrusted by us, we will agree with them on the
processing purposes, period, methods, types of personal information, security measures and
other relevant issues, and request them to process the personal information of you and
Associated Persons in accordance with our requirements, this Policy and other related
confidentiality and security measures.
2. If necessary and subject to corresponding protective measures, we will share the personal
information of you and Associated Persons to the following recipients:
(1) Sharing with our affiliates, including the Societe Generale Group and branches:
The personal information of you and your Associated Persons may be shared within the
Societe Generale Group. The scope of such sharing will depend on the specific business or
cooperation.
(2) Sharing with our business partners:
We may share certain personal information of you and Associated Persons with our
business partners for the purposes specified herein. We will only share such personal
information for lawful, legitimate and necessary purposes to the extent required for
providing services to or cooperating with you. In addition, we will procure our business
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(3)

(4)

partners to process the personal information of you and Associated Persons in accordance
with applicable laws and regulations, this Policy and other related confidentiality and
security measures. You or Associated Persons may be unable to use our services, or we may
be unable to conduct transactions or cooperate with you, if you or Associated Persons
refuse our sharing of any personal information with our business partners that is necessary
for providing services to or cooperating with you.

The types of business partners with whom we might share personal information mainly

include:

d) correspondent banks, clearing institutions, financial product issuers, asset managers,
brokers and other business partners cooperating with us;

e) credit rating agencies, credit agencies (including but not limited to the Financial
Credit Info Basic Database of the People’s Bank of China) and other identity
verification service providers; and

f) other financial institutions, industry associations and bank card associations
cooperating with us.

Sharing with any third party authorized by you or Associated Persons:

We may share personal information with third parties authorized by, or acting on behalf of,

you or Associated Persons, and such third parties include, among others, the following

types:

c) third parties authorized by or acting on behalf of you or Associated Persons, such as
payees, beneficiaries, intermediaries, counterparties, withholding agents, swap or
transaction registration agencies, stock exchanges, and companies whose securities
are held by you (if such securities are held by us for you), and third parties making
any payment to you or Associated Persons; and

d) anyrelated parties who have any right, obligation, benefit or risk with respect to your
use of our products and services, business conducted with us or transactions with us.
For example, we will provide your loan application information to any related parties
who provide or intend to provide any mortgage or other security for your liabilities
owed to us so that we will provide credit facility to you.

Sharing as required by laws:

We may share the personal information of you and Associated Persons with third parties in

accordance with laws, regulations or mandatory requirements of competent authorities,

such as government authorities, regulators, tax authorities and courts.

3. When and only when the recipient is an offshore entity/individual, will the personal
information be transmitted to a jurisdiction outside the People’s Republic of China, including
transmission to or access by offshore entities/individuals. The personal information would be
protected by confidentiality and security measures of us and of the recipients in accordance with
applicable laws and regulations. If so required by applicable laws and regulations, upon request
by you and Associated Persons , we or the recipient will separately inform you of details of such
personal information sharing, including the name and contact information of the recipient,
purposes and methods of processing, and types of personal information (and methods and
procedures to exercise the relevant rights against the recipient in the case of sharing personal
information to a jurisdiction outside the People’s Republic of China).
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(I Transfer

We will not transfer any personal information of you and Associated Persons to any other
company, organization or individual, unless:

1. we have obtained the necessary authorization or consent;

2. itis required by laws and regulations, or mandatory administrative or judicial requirements; or
3. such transfer occurs due to any merger, acquisition, business/asset transfer, restructuring,
disposal (including asset securitization), division, dissolution, declared bankruptcy or other
similar circumstances, and in such case, we will request the new company or organization in
possession of the personal information of you and Associated Persons to continue to be bound
by this Policy; otherwise, we will request such company or organization to obtain necessary
authorization or consent again.

(1) Public disclosure

We will disclose the personal information of you and Associated Persons to the public only when:
1. we have obtained the necessary authorization or consent; or

2. such disclosure is required by laws and regulations, legal proceedings, litigation or mandatory
requirements of competent governmental authorities.

(IV) Exceptions to obtaining consent

The personal information of you and Associated Persons may be shared, transferred or
disclosed to the public by us without prior authorization and consent under the following
circumstances:

1. in connection with the performance of statutory duties or obligations by us;

2. directly related to national security or national defense security;

3. directly related to public security, public health or significant public interests;

4. directly related to criminal investigation, prosecution, trial or judicial enforcement;

5. necessary for protecting the life, property or other major lawful rights and interests of any
Associated Person or other individuals, where it is difficult to obtain the consent of data subjects;
6. such personal information are disclosed voluntarily by any Associated Person to the public,
and the sharing, transfer or disclosure of the same does not violate any law;

7. such personal information are collected from legally and publicly disclosed information, such
as lawful news reports or information disclosure by government, etc.; or

8. necessary for entering into or performing a contract to which an Associated Person is a party.

IV. How to access and manage personal information of you and Associated Persons

In accordance with applicable laws and regulations, we guarantee that you and Associated
Persons may exercise the following rights in connection with the personal information of you and
Associated Persons:

(1) Access personal information

Except as otherwise provided by applicable laws and regulations, you and Associated Persons
have the right to access the personal information of you and Associated Persons through
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channels specified herein. If you are our client and use our e-banking services, your authorized
e-banking operator may access the name, type of identity certificate, identity certificate number,
telephone number and email address in the e-banking system.

(1) Correct and update personal information

You and Associated Persons have the right and obligation to update the personal information of
you and Associated Persons in a timely manner to ensure that such personal information are
accurate and up-to-date. In the event that you or Associated Persons become aware of any error
in any personal information processed by us, you or Associated Persons have the right to request
us to make correction. Such request could be made through channels specified herein. If you are
our client and use our e-banking services, your authorized e-banking operator may correct the
name, type of identity certificate, identity certificate number, telephone number and email
address in the e-banking system.

(1) Delete personal information

Unless otherwise required by laws, regulations or regulatory authorities, or the deletion of
personal information is technically difficult, we will delete relevant personal information, or you
and Associated Persons may request us to do so through channels specified herein, if:

1. the purpose of the personal information processing has been or is impossible to be realized,
or such personal information are no longer necessary for such purpose;

2. we have ceased to provide the relevant products or services or to carry out relevant transaction
or cooperation, or the retention period has expired (whichever is later);

3. the consent has been withdrawn by you and Associated Persons; or

4. our personal information processing is in violation of laws, regulations or the agreement.

(IV) Change the scope of consent

You and Associated Persons may change the scope of or withdraw consent in connection with
the personal information of you and Associated Persons through channels specified herein, upon
which we will no longer process the relevant personal information; However, any change or
withdrawal of consent by you and Associated Persons would not affect the previous processing
activities have been conducted by us based on the consent of you and Associated Persons.

(V) Respond to requests made by you and Associated Persons

We will reply or respond to the requests made by you and Associated Persons within a reasonable
period. For the purpose of security, the Associated Persons may be required to submit a written
request and authorization letter through you, and you may be required by us to verify the identity
of such Associated Persons. Please understand that we may refuse certain requests that are
submitted repeatedly in an unreasonable manner, in need of excessive technical means, or at
the risk of others’ legitimate rights and interests, beyond the reasonable extent or technically
impractical. In addition, we may be unable to respond to requests from you or Associated
Persons under the following circumstances:

1. in connection with the performance of statutory duties or obligations by us;

2. directly related to national security or national defense security;

3. directly related to public security, public health or significant public interests;

4. directly related to criminal investigation, prosecution, trial or judicial enforcement;

5. there is sufficient evidence to prove that you or Associated Persons have malicious intentions
or abuse the rights;
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6. necessary for protecting the life, property or other major lawful rights and interests of
Associated Persons or other individuals, where it is difficult to obtain the consent of data subjects;
7. response to the request from you or relevant Associated Person will cause material damage to
the legal rights and interests of you, Associated Persons or other individuals or organizations; or
8. trade secrets are involved.

If we decide not to respond to requests from you or Associated Persons, we will notify you of the
reasons and provide the channel for filing a complaint.

V. How we process personal information of minors

Our products, websites and services for corporate clients are mainly targeted at enterprises,
institutions, and etc., and minors are not allowed to use such corporate products or services.
However, personal information of a minor may be collected in your use of certain services.
Please ensure that any personal information of a minor provided to us is from legitimate source
and that you have obtained the corresponding authorization or consent from his/her parent or
guardian. We will provide special protection for personal information of minors in accordance
with laws and regulations, this Policy and the Provisions on the Cyber Protection of Personal
information of Minors. If it is found that the personal information of a minor has been processed
in any business for corporate clients without the necessary authorization or consent, we will
endeavor to delete the relevant personal information as soon as possible.

VI. How we update this Policy

We will amend this Policy and the related rules from time to time in line with the changes of laws
and regulations and needs of our service operation. The amendments will be published through
our e-banking website, WeChat official account or other channels, and take effect and supersede
all prior versions on the date specified therein. Please stay informed on relevant announcements,
notices, agreements and rules from time to time. For material changes, we will provide
notifications in a more prominent manner (including notifications by email, etc.).

“Material changes” referred to herein include but not limited to:

1. material change of our service modes, such as the purpose of personal information processing,
the types of personal information we process and the manner we use personal information;

2. material change of our ownership structure, organizational structure or other aspects, such as
change of ownership due to business adjustment, bankruptcy or merger and acquisition, etc.;

3. change of the main parties with or to whom the personal information are shared, transferred
or disclosed;

4. material change of your rights or Associated Persons’ rights to participate in personal
information processing or the way of exercise thereof;

5. change of our department responsible for the security of personal information processing, its
contact manner or complaint channels; and

6. other changes that may have a significant impact on the rights and interests of you and
Associated Persons in and to the personal information.

You are acknowledge and confirm that if you continue to use our products or services, or
continue to conduct transaction or cooperate with us, you will be deemed as having informed
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your Associated Persons of the updates and obtained their necessary authorization and
consent, and both you and your Associated Persons will be deemed as having accepted the
updates of this Policy.

You are advised to promptly inform us of any change in your contact details in order for you to
receive our notifications in a timely manner. In case of any change of the Associated Persons, you
are advised to contact us promptly to update the personal information of Associated Persons and
to ensure that the relevant Associated Persons have fully read and understood this Personal
Information and Privacy Policy.

You may either remind your Associated Persons to read this Policy in advance or provide a copy
hereof to them.

This Policy is made in both Chinese and English, and the Chinese version shall prevail in case of
any discrepancy between the English and Chinese versions.

23



